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Secure Bipartite Consensus Control for Dynamic
Event-Triggered Multi-Agent Systems Based on

Co-Estimation of State and Attacks
Lijuan Zha , Danzhe Liu, Engang Tian , Xiangpeng Xie , Senior Member, IEEE, Chen Peng , and Jie Cao

Abstract— The dynamic event-triggered (DET) bipartite con-
sensus and attack estimation problem is investigated for
multi-agent systems (MASs) under false data injection (FDI)
attacks generated by exogenous systems. For the purpose of
compensating for the system bias, a novel set of estimators
are introduced to estimate the FDI attacks. To optimize the
limited resources of the network bandwidth, a DET protocol
dependant on the auxiliary variable and the local estimations
is employed to regulate data transmission. By employing the
designed state observer and attack observer, an novel attack toler-
ant event-triggered control strategy is established. Subsequently,
sufficient criteria are obtained to ensure the bipartite consensus
performance with l2-l∞ constraint. Then, by solving algebraic
matrix equations and recursive linear matrix inequalities (LMI),
the gains of state estimator, attack estimator and desired con-
troller are determined, respectively. Finally, simulation examples
are provided to demonstrate the validity of the derived results.

Note to Practitioners—This paper discusses the secure bipartite
consensus control problem for MASs subject to FDI attacks.
Since the system state deviation caused by FDI attacks will
bring about degradation of system performance, it is important
to protect the MASs from being destroyed by designing observers
to estimate the FDI attack and the system state. In view of the
bandwidth constraints among the agents in MASs, optimization
utilization of the network bandwidth should be taken into account
seriously. Therefore, in this paper, the proposed observer-based
DET controller is developed to guarantee bipartite consensus
of the considered MASs while ensuring efficiency utilization of
bandwidth resources. The current research provides a helpful
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reference for the secure bipartite consensus control of MASs
with bandwidth constraints.

Index Terms— Bipartite consensus control, false data injection
attack, dynamic event-triggered protocol, multi-agent systems.

I. INTRODUCTION

OVER the years, multi-agent systems (MASs) have
aroused great interests among scholars due to their

strong advantages such as autonomy, distribution and coor-
dination, and widespread applications in physical systems
including, but are not limited to, mobile train lifting jack
systems [1], formation systems of autonomous mobile robots
(see [2], [3], [4], [5]), energy management systems of the
smart grid (see [6], [7], [8], [9]), integrated hybrid energy
systems [10] and multi-spacecraft systems.

Consensus control, a research hot spot of MASs, has
garnered much interest [11], [12], [13], [14], [15], [16].
The consensus control indicates that all agents access the
local information by the present communication topology
and reach agreement asymptotically [17]. In fact, in actual
communication topologies, there is not only a partnership but
also a competition among agents, which can be presented
by introducing negative weights [18], [19]. Many types of
antagonistic interactions can be found in practical applications
(e.g. biological systems, social networks and competition
robotic soccer). Therefore, bipartite consensus control has
emerged, where the absolute value of each agent’s states heads
to a final value but can be with opposing signs [20]. Currently,
there are some studies investigating bipartite consensus con-
trol against MASs. Using a dynamic event-triggered (DET)
scheme, the bipartite consensus issue regarding discrete-time
MASs based on observers has been investigated by the authors
in [21]. Reference [22] developed the finite-horizon H∞

bipartite consensus issue for MASs using the round-robin pro-
tocol. Considering denial of service (DoS) attacks in MASs,
Wang in [23] studied the bipartite consensus issue. As a special
case in consensus control, the concept of bipartite consensus
has emerged widely in biological systems, communication
engineering and social networks. However, technical gaps
remain in the research of bipartite consensus issue for MASs
with resource limitation, notwithstanding the above-mentioned
efforts.

Notice that practical MASs are sensitive to var-
ious disturbances, such as internal component faults
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(see [24], [25], [26], [27]) and external cyber attacks (see [28],
[29], [30], [31], [32], [33]), which can degrade the consensus
performance of the whole system [34]. False data injection
(FDI) attack is one type of disruption that may strongly
hide itself and infiltrate unprotected communication channels,
hence biasing the state of individuals. As such, attention
should be paid to the consensus control issue that takes FDI
attacks into account [14], [35], [36]. Lv in [37] studied a new
detection mechanism with distributed estimators in presence
of FDI attacks with enough and limited energy. In [38]
and [39], the event-triggered control mechanism was proposed
to achieve the consensus performance for MASs with FDI
attacks. It is obvious that most studies tend to model the
attacks as an arbitrary bounded energy signals and ignore
the variable nature of attacks. Nowadays, the correlational
research on how to detect and compensate the impacts of FDI
attacks are not enough, which is still an challenging issue.

It should be noted that communication resources among
neighbors of MASs are limited, it is of significance to take
some favorable measures for resource utilization and minimize
unnecessary consumption. Thus, event-triggered protocols
(e.g. static event-triggered strategy and DET approach) have
been provided as a solution to address this issue [40], [41],
the basic idea of which is to perform the control tasks though
events. Specially, in the traditional static event-triggered strat-
egy, the regulation tasks operate within a pre-determined
sampling threshold. Under DET approach, the communi-
cation resources are allocated dynamically by including a
auxiliary variable, which can regulate the transmission rates
according to the system state [42]. For instance, Xu et al.
in [21] developed an observer-based DET strategy for discrete-
time MASs. A DET compensation controller was designed by
Ju et al. in [43], where the fault information is considered.
[44] designed an asynchronous event-triggered strategy for
addressing the bipartite consensus issue of leader-follower
MASs. Although the bipartite consensus problem of MASs
have been discussed by some scholars, little attention is paid to
the secure DET bipartite consensus control for MASs against
FDI attacks.

Inspired by the aforementioned statements, our goal in this
article is to investigate the estimation-based DET bipartite
consensus issue for MASs under FDI attacks. On this basis,
a joint estimator is designed to observe system state and
external attack simultaneously. With this co-estimator, the
system bias caused by the attack will be compensated. The
following succinctly describes the primary contributions of this
paper:

1)A kind of bipartite consensus control is settled for MASs
under FDI attacks. Unlike [35], we use a set of estimators
to estimate the FDI attacks which come from an exogenous
system, thus the negative effects of the attacks can be atten-
uated. For reasonably using the network-band-width, a novel
estimation-based dynamic event-triggered scheme is proposed
to decrease the frequency of communication between agents.

2)By analysis of variances, the unbiased estimators are
designed to counteract the adverse influences of FDI attacks.
The secure bipartite consensus of MASs can be realized under
the derived sufficient conditions. In addition, a novel secure

controller with attack compensation is developed when there
exists a feasible solution to the linear matrix inequality (LMI).

Notations: The n-dimensional identity matrix is denoted by
In . an stands for an n-dimensional column vector with each of
its members identical to a. diag{· · · } refers to a block-diagonal
matrix. The mathematical exception of X is written as E{X}.
sup||Y || represents Y ’s supremum norm. sgn(·) is the sign
function.

II. PROBLEM FORMULATION AND PRELIMINARIES

A. Graph Theory

The communication network of MASs is described by a
signed undirected graph G = (V, E,H), in which V =

(v1, v2, . . . , vN ), E ⊆ V × V and H = [gi j ] are the node set,
the edge set and the weighted adjacent matrix, respectively.
When (vi , v j ) ∈ E , gi j ̸= 0, it means vertices vi and v j are
neighbours and they can exchange information with each other.
Otherwise, gi j = 0. In particular, gi j > 0 and gi j < 0 represent
collaborative and competitive interaction relationship between
agent i and j , respectively. Assume that G is free of self-loops
and repetitive edges. The neighbor set of agent i is Ni =

{υ j |(υ j , υi ) ∈ E}. The Laplacian matrix is L = [li j ] ∈ RN×N

with li i =
∑N

j=1, j ̸=i |gi j | and li j = −gi j , i ̸= j .

B. System Model

Consider a team of N agents over the finite horizon [0, T ],
where the dynamics of agent i is expressed as:

xi,k+1 = Ak xi,k + Bk
(
ui,k + ai,k

)
+ Dkωi,k

yi,k = Ck xi,k + Ekvi,k

zi,k = Nk xi,k, i = 1, 2, . . . , N
(1)

where xi,k ∈ Rnx and yi,k ∈ Rny are the system state and the
measurement output, respectively. ui,k ∈ Rnu is the control law
that will be designed. ai,k ∈ Rnu is the FDI attack signal; ωi,k ∈

Rnω is process noise, whose means and covariance matrix are,
respectively, E{ωi,k} = µi and σ 2

i I . The value vi,k ∈ Rnv

represents the noise in the measurement with its means being
E{vi,k} = νi and covariance matrix being ψ2

i I . Ak , Bk , Ck ,
Dk , Ek , and Nk are time-varying matrices.

To reveal the relationships of agents, we add a signed vector
b =

[
b1 b2 · · · bN

]T for analytical convenience. Here, bi = 1
implies that the i th agent is listed as a cooperator, while
bi = −1 implies that the i th agent is listed as a rival.

Definition 1 ( [22]): MASs (1) is said to achieve bipartite
consensus if

lim
k→∞

∥∥∥∥∥∥xi,k −
1
N

N∑
j=1

bi b j x j,k

∥∥∥∥∥∥ = 0, i = 1, 2, . . . , N

C. FDI Attack Models

Following in the footsteps of [45], we assume that the hos-
tile attacker’s exogenous system is responsible for generating
the FDI attack signal ai,k :{

ηi,k+1 = Fkηi,k

ai,k = Gkηi,k
(2)

where ηi,k ∈ Rnr , Fk ∈ Rnr ×nr and Gk ∈ Rnr .
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Define ξi,k = [ xT
i,k η

T
i,k ]

T and combine (2) and (1), we get
ξi,k+1 = Akξi,k + Bkui,k +Dkωi,k

yi,k = Ckξi,k + Ekνi,k

zi,k = Nkξi,k

(3)

where

Ak =

[
Ak Bk Gk

0 Fk

]
,Bk =

[
Bk

0

]
Dk =

[
DT

k 0
]T
, Ck =

[
Ck 0

]
,Nk =

[
Nk 0

]
.

Remark 1: For the purpose of damaging the target system,
the attacker can randomly select the matrices Fk and Gk .
With the goal of preventing the attack signals from being
detected, the matrix Fk is chosen to be a Hurwitz matrix.
In this case, ai,k dose not approach to infinite and will be
hard to detect.

D. FDI Estimator and Controller Based on DET Scheme

A set of FDI estimators will be created within this part in
order to offset the signal deviation brought by FDI assaults.
Additionally, an event-triggered rule is designed to relieve
communication burden.

Denote the estimated FDI attack signal on agent i as

âi,k ≜ Gk η̂i,k (4)

With the virtue of proper use of the limited communication
resources, event-triggered control has been widely adopted in
MASs. In this article, the triggering instant t i

k+1 is decided by:

t i
k+1 = inf

k∈N
{k > t i

k |m
T
i,kmi,k + nT

i,kni,k − εi yT
i,k yi,k >

1
τi
δi,k}

(5)

with the gaps mi,k = yi,k − yi,t i
k

and ni,k = âi,k − âi,t i
k
(k ∈

[t i
k, t i

k+1)), where yi,t i
k

and âi,t i
k

are the measurement and the
estimated FDI attack signal at t i

k , respectively. εi > 0 and
τi > 0 are pre-determined. The internal dynamical variable
δi,k satisfies{

δi,k+1 = ρiδi,k − mT
i,kmi,k − nT

i,kni,k + εi yT
i,k yi,k

δi,0 = δi
0

(6)

in which δi
0 ≥ 0. Furthermore, ρi is a prescribed constant

satisfying 0 < ρi < 1 and τi ≥ 1/ρi . At the moment the
event is triggered, sensor i will transmit its measurement and
estimated FDI signal attack to its neighbors at once. Clearly,
t i
0 < t i

1 < t i
2 < · · · < t i

k < · · · . The new measurement and the
attack estimation will be sent to its neighbours based on (5).

To resist FDI attacks, the following observer will be
developed:

ξ̂ i,k+1 = Ak ξ̂ i,k + Bkui,k + L i,k(yi,k − ŷi,k)

+Dkµi − L i,k Ekνi (7)

where the estimated value of ξi,k is ξ̂ i,k , ŷi,k = Ck ξ̂ i,k is
the estimated of the measurement output and L i,k needs to

be designed later. Based on the FDI attack estimator, the
following bipartite control protocol for agent i is put forward

ui,k = Kk

∑
j∈Ni

|gi j |(sgn(gi j )y j,t j
k
− yi,t i

k
)

− Mk

∑
j∈Ni

|gi j |(sgn(gi j )â j,t j
k
− âi,t i

k
)

= −Kk

∑
j∈Ni

|gi j |(sgn(gi j )m j,k − mi,k)

+ Kk

∑
j∈Ni

|gi j |(sgn(gi j )y j,k − yi,k)

+ Mk

∑
j∈Ni

|gi j |(sgn(gi j )n j,k − ni,k)

− Mk

∑
j∈Ni

|gi j |(sgn(gi j )â j,k − âi,k) (8)

where Kk is gain matrix of the controller.
Remark 2: To reduce the cost of communication, a unique

DET method (5) is applied which is dependant on the measure-
ment output and the estimated FDI attacks. Under the DET
method, communication frequency among the agents can also
be adjustable along with the change of the adaptive trigger
parameters δi,k . In addition, the transmitted amount of the
agent state can also be controlled by adjusting the parameters
τi , εi and ρi .

Remark 3: In practice, FDI attacks are often encountered
which may do harmful to the desired performance of the
MASs. For the purpose of offsetting the adverse effects of the
FDI attacks, the anti-attack controller with the form of (8)
is devised, which relies on the measurement output and the
estimate of the FDI attacks, so as to meet the requirements of
the bipartite consensus control of the MASs.

E. Estimation Error and Closed-Loop System Modeling

With the preceding description, define ei,k = ξi,k − ξ̂ i,k and
ek = colN {ei,k}, then, the observation error is

ek+1 = (IN ⊗Ak − L̃k C̃k)ek + (IN ⊗Dk)(ωk − µ)

− L̃k Ẽk(vk − ν) (9)

where

L̃k = diag{L1,k, L2,k, . . . , L N ,k}

C̃k = diag{Ck, . . . , Ck︸ ︷︷ ︸
N

}, Ẽk = diag{Ek, . . . , Ek︸ ︷︷ ︸
N

}.

Besides, denote ξk = colN {ξi,k}, ηk = colN {ηi,k}, ωk =

colN {ωi,k}, µ = colN {µi }, vk = colN {vi,k}, ν = colN {νi },
mk = colN {mi,k}, nk = colN {ni,k}, zk = colN {zi,k}

From (3) and (8), it is not difficult to derive

ξk+1 = (IN ⊗Ak + L⊗ (Bk KkCk))ξk

− (L⊗ Bk Kk)mk + (L⊗ Bk Mk)nk

+ (L⊗ Bk Kk Ek)vk + (IN ⊗Dk)ωk

− (L⊗ Bk Mk Gk)4ek − (L⊗ Rk)ξk

zk = (IN ⊗Nk)ξk

(10)
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where

Rk =
[

0 Bk Mk Gk
]

4 =


0 −I 0 0 · · · 0 0
0 0 0 −I · · · 0 0
...

...
...

... · · ·
...

...

0 0 0 0 · · · 0 −I

.
The consensus error is indicated as

ξ̄ i,k = ξi,k − 1/N
N∑

j=1

bi b jξ j,k (11)

which can also be expressed as ξ̄ k = (8 ⊗ IN )ξk , in which
8 = IN − 1/NbbT .

Note that 8L = L8 = L can be derived from the properties
of matrix 8 and L. Denote z̄k = (8 ⊗ IN )zk . Then the
following (12) can be obtained from (10)

ξ̄ k+1 = (IN ⊗Ak + L⊗ (Bk KkCk))ξ̄ k

− (L⊗ Bk Kk)mk + (L⊗ Bk Mk)nk

+ (L⊗ Bk Kk Ek)vk + (8⊗Dk)ωk

− (L⊗ Bk Mk Gk)4ek − (L⊗ Rk)ξ̄ k

z̄k = (IN ⊗Nk)ξ̄ k

(12)

By defining the variables Xk =
[
mT

k nT
k

]T and dk =[
ωT

k vT
k

]T , system (13) is obtained ξ̄ k+1 = Āk ξ̄ k + B̄kdk + F̄kek + D̄kXk

z̄k = Ñ k ξ̄ k
(13)

where
Āk = IN ⊗Ak + L⊗ (Bk KkCk)− L⊗ Rk

D̄k =
[
−(L⊗ Bk Kk) (L⊗ Bk Mk)

]
B̄k =

[
8⊗Dk (L⊗ Bk Kk Ek)

]
F̄k = −(L⊗ Bk Mk Gk)4, Ñ k = IN ⊗Nk .

The purpose of this paper is to devise the FDI estimator
gain Lk and controller gain Kk so that, over the finite horizon
[0, T ], the augmented system (13) meets bipartite consensus
performance for the prescribed γ > 0 with the stated l2-l∞
constraint

E{sup ||z̄k ||
2
} ≤

T∑
k=0

γ 2
{dT

k dk + λ̄max}

+ γ 2 E{ξ̄ T
0 P̄0ξ̄ 0 + eT

0 Q̄0e0 +

N∑
i=1

1
τi
δi,0}

(14)

in which λ̄max = λmax{D̃k}trace{P} + λmax{Ẽk}trace{Q}.

III. MAIN RESULTS

A. Performance Analysis and Gain Design of the FDI Attack
Estimator

Next, it will be presented that the estimation error covari-
ance matrices (EECM) have an upper bound in least-squares

sense. The FDI estimator gain Lk will be designed based
on (9), which can ensure the minimization of this upper bound.

Theorem 1: For given initial condition E{e0} = 0, the FDI
attack estimator (7) is unbiased. Based on (7) and the initial
condition J0 ≥ J0, the upper bound of EECM Jk is Jk . Here

Jk+1 = (IN ⊗Ak − L̃kC̃k)Jk(IN ⊗Ak − L̃kC̃k)
T

+ (IN ⊗Dk)P(IN ⊗Dk)
T

+ L̃k Ẽk QẼT
k L̃T

k . (15)

where

P = diag
{
σ 2

1 I, σ 2
2 I, . . . , σ 2

N I
}

Q = diag
{
ψ2

1 I, ψ2
2 I, . . . , ψ2

N I
}

Moreover, the EECM can be minimized on finite horizon
[0, T ] by designing the estimator gain L̃k as

L̃k = (IN ⊗Ak)JkC̃T
k (C̃kJkC̃T

k + Ẽk QẼT
k )

−1 (16)

in which J0 is diagonal.
Proof: First, by taking expectation of estimation error

dynamics (9), we can get:

E{ek+1} =E{(IN ⊗Ak − L̃kC̃k)ek

+ (IN ⊗Dk)(ωk − µ)− L̃k Ẽk(vk − ν)}

=(IN ⊗Ak − L̃kC̃k)E{ek}

which indicates that, with E{e0} = 0 as initial situation, the
FDI attack estimation (7) is not biased.

According to (9), we can compute the covariance matrix:

Jk+1 = E{ek+1eT
k+1}

= E{[(IN ⊗Ak − L̃kC̃k)ek − L̃k Ẽk(vk − ν)

+ (IN ⊗Dk)(ωk − µ)][(IN ⊗Ak − L̃kC̃k)ek

+ (IN ⊗ D̄k)(ωk − µ)− L̃k Ẽk(vk − ν)]T
}

= (IN ⊗Ak − L̃kC̃k)Jk(IN ⊗Ak − L̃kC̃k)
T

+ (IN ⊗Dk)P(IN ⊗Dk)
T

+ L̃k Ẽk QẼT
k L̃T

k .

It can be derived from Lemma 1 in [46] that Jk ≤ Jk when
the initial requirement J0 ≥ J0 holds.

The partial derivation of trace Jk with respect to L̃k can
subsequently be obtained

∂tr(Jk+1)

∂ L̃k
= −(IN ⊗Ak)JkC̃T

k − C̃kJk(IN ⊗Ak)
T

+ L̃kC̃kJkC̃T
k + C̃kJkC̃T

k L̃T
k

+ L̃k Ẽk QẼT
k + Ẽk QẼT

k L̃T
k . (17)

Let the partial derivation equal to zero, then, (16) can be
obtained, under which the EECM is minimized.

B. Controller Design With FDI Attack Compensation

Sufficient conditions and controller design method are given
in the following such that the bipartite consensus performance
based on l2-l∞ is reached for (13).

Theorem 2: Consider MASs (1) under DET scheme (5) and
FDI attacks (2). Given γ > 0 and εi > 0, matrices P̄0 > 0 and
Q̄0 > 0, gain matrices Kk and L̃k , the bipartite consensus
performance can be achieved for MASs (1) with the l2-l∞
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constraint if there exist Pk > 0 and Qk > 0 (satisfying
P0 ≤ P̄0 and Q0 ≤ Q̄0), and a constant κ > 0 satisfying

6̄k =


611

k ∗ ∗ ∗ ∗

0 622
k ∗ ∗ ∗

631
k 0 633

k ∗ ∗

641
k 0 643

k 6̄44
k ∗

0 0 0 0 �3

 < 0 (18)

[
Pk ∗

Ñ k γ
2 I

]
< 0 (19)

Proof: Choose the following Lyapunov function candidate:

Vk = Va(ξ̄ k)+ Vb(ek)+ Vc(δk) (20)

where

Va(ξ̄ k) = ξ̄ T
k Pk ξ̄ k,Vb(ek) = eT

k Qkek,Vc(δk) =
1
τ
δk .

The difference of Va(ξ̄ k) along (13) is:

1Va(ξ̄ k) = ξ̄ T
k+1Pk+1ξ̄ k+1 − ξ̄ T

k Pk ξ̄ k

= ( Āk ξ̄ k + B̄kdk + F̄kek + D̄kXk)
TPk+1

× ( Āk ξ̄ k + B̄kdk + F̄kek + D̄kXk)− ξ̄ T
k Pk ξ̄ k

= ξ̄ T
k ( Ā

T
k Pk+1 Āk − Pk)ξ̄ k + 2ξ̄ T

k Ā
T
k Pk+1 B̄kdk

+ 2ξ̄ T
k ĀT

k Pk+1 F̄kek + 2ξ̄ T
k ĀT

k Pk+1 D̄kXk

+ 2dT
k B̄T

k Pk+1 F̄kek + 2dT
k B̄T

k Pk+1 D̄kXk

+ 2eT
k F̄ T

k Pk+1 D̄kXk + dT
k B̄T

k Pk+1 B̄kdk

+ eT
k F̄ T

k Pk+1 F̄kek + X T
k D̄kPk+1 D̄kXk . (21)

Notice that the FDI attack estimator (7) is unbiased with
E{e0} = 0, that is, E{ek} = 0. Thus, it follows from (21) that

E{1Va(ξ̄ k)} = E{ξ̄ T
k ( Ā

T
k Pk+1 Āk − Pk)ξ̄ k

+ 2ξ̄ T
k Ā

T
k Pk+1 B̄kdk

+ 2ξ̄ T
k ĀT

k Pk+1 D̄kXk + 2dT
k B̄T

k Pk+1 D̄kXk

+ dT
k B̄T

k Pk+1 B̄kdk + eT
k F̄ T

k Pk+1 F̄kek

+ X T
k D̄T

k Pk+1 D̄kXk}. (22)

Similarly, on the basis of (9), one has

E{1Vb(ek)} = E{eT
k+1Qk+1ek+1 − eT

k Qkek}

= E{eT
k (IN ⊗Ak − L̃k C̃k)

TQk+1(IN ⊗Ak

− L̃k C̃k)ek + (ωk − µ)T (IN ⊗Dk)
TQk+1

× (IN ⊗Dk)(ωk − µ)+ (vk − ν)T ẼT
k L̃T

k Qk+1

× L̃k Ẽk(vk − ν)− eT
k Qkek}

≤ eT
k (Ãk −Qk)ek + λmax{D̃k}trace{P}

+ λmax{Ẽk}trace{Q} (23)

where

Ãk = (IN ⊗Ak − L̃k C̃k)
TQk+1(IN ⊗Ak − L̃k C̃k)

D̃k = (IN ⊗Dk)
TQk+1(IN ⊗Dk)

Ẽk = ẼT
k L̃T

k Qk+1 L̃k Ẽk .

From (6), we have

E{1Vc(δk)} = E{

N∑
i=1

1
τi
(δi,k+1 − δi,k)}

= E{

N∑
i=1

1
τi
(ρiδi,k − mT

i,kmi,k

−nT
i,kni,k + εi yT

i,k yi,k − δi,k)
}

= E{

N∑
i=1

ρi − 1
τi

δi,k + ξ̄ T
k C̃T

k �1C̃k ξ̄ k − X T
k �2Xk

+ 2ξ̄ T
k C̃T

k �1 Ẽkvk + vT
k ẼT

k �1 Ẽkvk} (24)

where

�1 = diag
{
ε1

τ1
I, . . . ,

εN

τN
I
}
,

�2 = diag


1
τ1

I,
1
τ1

I, . . . ,
1
τN

I,
1
τN

I︸ ︷︷ ︸
2N

.
Based on the definition of dk , 1Vc can be further written as

E{1Vc(δk)} = E{

N∑
i=1

ρi − 1
τi

δi,k + ξ̄ T
k C̃T

k �1C̃k ξ̄ k − X T
k �2Xk

+ 2ξ̄ T
k C̃T

k �1Ekdk + dT
k ET

k �1Ekdk} (25)

where Ek =
[

0 Ẽk
]
.

It can be seen that (5) implies

N∑
i=1

κ(mT
i,kmi,k + nT

i,kni,k −
1
τi
δi,k − εi yT

i,k yi,k)

≤ 0. (26)

Denote θk = [ ξ̄ T
k eT

k X T
k dT

k δ̄T
k ]

T and δ̄k = [δ
1
2
1,k · · · δ

1
2
N ,k]

T .
Substituting (22), (23), (25) and (26) into (20), it yields that

E{1Vk} ≤ E{ξ̄ T
k ( Ā

T
k Pk+1 Āk + C̃T

k �̄1C̃k − Pk)ξ̄ k

+ 2ξ̄ T
k ĀT

k Pk+1 B̄kdk + 2ξ̄ T
k ĀT

k Pk+1 D̄kXk

+ 2dT
k B̄T

k Pk+1 D̄kXk + dT
k B̄T

k Pk+1 B̄kdk

+ eT
k F̄ T

k Pk+1 F̄keT
k + X T

k D̄T
k Pk+1 D̄kXk

+ eT
k (Ãk −Qk)ek +

N∑
i=1

ρi + κ − 1
τi

δi,k

− X T
k �̄2Xk + 2ξ̄ T

k C̃T
k �̄1Ekdk + dT

k ET
k �̄1Ekdk

+ λmax{D̃k}trace{P} + λmax{Ẽk}trace{Q}}

= E{θT
k 6kθk + λmax{D̃k}trace{P}

+ λmax{Ẽk}trace{Q}} (27)

where

6k =


611

k ∗ ∗ ∗ ∗

0 622
k ∗ ∗ ∗

631
k 0 633

k ∗ ∗

641
k 0 643

k 644
k ∗

0 0 0 0 �3


611

k = ĀT
k Pk+1 Āk + C̃k

T �̄1C̃k − Pk
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622
k = F̄ T

k Pk+1 F̄k + Āk −Qk

633
k = D̄T

k Pk+1 D̄k − �̄2

644
k = B̄T

k Pk+1 B̄k + ET
k �̄1Ek

631
k = ĀT

k Pk+1 D̄k, 6
43
k = D̄T

k Pk+1 B̄k

641
k = ĀT

k Pk+1 B̄k + C̃T
k �̄1Ek

�̄1 = diag
{
ε1(

1
τ1

+ κ)I, . . . , εN (
1
τN

+ κ)I
}

�̄2 = κ I + diag


1
τ1

I,
1
τ1

I, . . . ,
1
τN

I,
1
τN

I︸ ︷︷ ︸
2N


�3 = diag

{
ρ1 + κ − 1

τ1
, . . . ,

ρN + κ − 1
τN

}
.

In what follows, we will further process the formula to inves-
tigate the consensus performance under the l2-l∞ restriction.
According to z̄k , we have

z̄T
k z̄k = ξ̄ T

k Ñ
T
k Ñ k ξ̄ k

≤ γ 2ξ̄ T
k Pk ξ̄ k

≤ γ 2
(
ξ̄ T

k Pk ξ̄ k + eT
k Qkek +

1
τ
δk

)
≤ Vk . (28)

Then, according to (27), we have

E{Vk − V0 − γ 2
T∑

k=0

(dT
k dk + λ̄max)}

= E{

T∑
k=0

1Vk − γ 2
T∑

k=0

(dT
k dk + λ̄max)}

≤

T∑
k=0

E{θT
k 6̄kθk}

≤ 0 (29)

where

6̄k =


611

k ∗ ∗ ∗ ∗

0 622
k ∗ ∗ ∗

631
k 0 633

k ∗ ∗

641
k 0 643

k 6̄44
k ∗

0 0 0 0 �3


6̄44

k = B̄T
k Pk+1 B̄k + ET

k �̄1Ek − γ 2 I.

The above formula can be further rewritten as

E{Vk} ≤

T∑
k=0

γ 2
{dT

k dk + λ̄max} + E{V0}. (30)

Taking the conditions P0 ≤ P̄0 and Q0 ≤ Q̄0 as well as (28)
and (30) into consideration, it follows that

E{sup ||z̄k ||
2
} ≤ γ 2 E{ξ̄ T

0 P̄0ξ̄ 0 + eT
0 Q̄0e0 +

N∑
i=1

1
τi
δi,0}

+

T∑
k=0

γ 2
{dT

k dk + λ̄max}. (31)

which indicates that the bipartite consensus performance with
constraint (14) is obtained.

In what follows, the controller gains will be obtained based
on the results in Theorem 2.

Theorem 3: For given parameters ρi , τi , εi , positive
scalar γ , two weighted matrices P̄0 and Q̄0, if there exist
P̄k > 0 and Q̄k > 0, matrices K̄k , Z̄11k , Z̄12k and Z̄22k such
that the subsequent LMI:

4̃k =

[
41

k ∗

4̄2
k 4̃

3
k

]
< 0 (32)[

Pk ∗

Ñ k γ
2 I

]
< 0 (33)

hold, where

41
k =


411

k ∗ ∗ ∗ ∗

0 −Qk ∗ ∗ ∗

0 0 −�̄2 ∗ ∗

441
k 0 0 444

k ∗

0 0 0 0 �3


4̄2

k =

 4̄61
k 0 4̄63

k 4̄64
k 0

0 F̄k 0 0 0
0 482

k 0 0 0


4̃3

k =

Pk+1 − Zk − ZT
k ∗ ∗

0 −Pk+1 ∗

0 0 −Qk+1

.
Then system (13) achieves the bipartite consensus performance
with constraint (14). In this case, the controller gains can be
acquired by Kk = Z−1

11kK̄k .
Proof: First, by using the Schur complement lemma, (18)

can be rewritten as follows:

4k =

[
41

k ∗

42
k 4

3
k

]
< 0 (34)

where

41
k =


411

k ∗ ∗ ∗ ∗

0 −Qk ∗ ∗ ∗

0 0 −�̄2 ∗ ∗

441
k 0 0 444

k ∗

0 0 0 0 �3


42

k =

 Āk 0 D̄k B̄k 0
0 F̄k 0 0 0
0 482

k 0 0 0


43

k =

 −P−1
k+1 ∗ ∗

0 −P−1
k+1 ∗

0 0 −Q−1
k+1


411

k = C̃T
k �̄1C̃k − Pk, 4

41
k = C̃T

k �̄1Ek

444
k = ET

k �̄1Ek − γ 2 I, 482
k = IN ⊗Ak − L̃k C̃k .

Next, pre- and post-multiplying inequality (34) with matrix
diag{I, I, I, I, I,Zk,Pk+1,Qk+1} and its transposition, we can
get

4̄k =

[
41

k ∗

4̄2
k 4̄

3
k

]
< 0 (35)
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where

4̄2
k =

 4̄61
k 0 4̄63

k 4̄64
k 0

0 F̄k 0 0 0
0 482

k 0 0 0


4̄3

k =

 −ZkP−1
k+1ZT

k ∗ ∗

0 −Pk+1 ∗

0 0 −Qk+1


4̄61

k = IN ⊗ Z1kWkAk + L⊗KkCk − L⊗ Z1kWk Rk

4̄64
k =

[
8⊗ Z1kWkDk (L⊗Kk Ek)

]
4̄63

k =
[
−L⊗Kk L⊗ Z1kWkBk Mk

]
Zk = IN ⊗ Z1kWk

Z1k =

[
Z11k Z12k

0 Z22k

]
Wk =

[
Bk(BT

k Bk)
−1 (BT

k )
⊥

]T

Kk =
[
K̄T

k 0
]T

= Z1kWkBk Kk .

According to the following inequality

−ZkP−1
k+1Z

T
k ≤ Pk+1 − Zk − ZT

k

one can deduce that the (35) can be ensured by the following
one

4̃k =

[
41

k ∗

4̄2
k 4̃

3
k

]
< 0 (36)

Remark 4: By now, Theorem 1 and Theorem 3 have pro-
vided the estimator and the anti-attack controller design
method. We can observe from the design process that the
bipartite consensus performance of the MASs is influenced
by the FDI attack, the system parameters and the DET
mechanism.

Remark 5: It is important to highlight that the innovative
DET strategy (5) is characterized by its adaptive threshold
parameter, which, rather than being static, is dynamically
tuned following the principles of the dynamic law (6). This
flexibility allows for more responsive and precise control in
varying conditions.

Remark 6: In contrast to the work in [20] and [21], where
the network is assumed to be secure, the proposed method
considers the adverse effects of the FDI attacks, which is
more challenging. Unlike the DET strategy in [23], the DET
method in this paper involves the measurement output and the
estimated FDI attacks. This proactive approach allows net-
work control systems to respond promptly to attacks, ensuring
the safety of MASs. Thus, the designed secure DET bipartite
control method has better anti-attack ability against FDI
attacks and better utilizaiton of the network bandwidth.

IV. SIMULATION RESULTS

In this section, the effectiveness of the developed bipartite
consensus control strategy is applied on a numerical example
and unmanned aerial vehicles (UAVs).

Example 1: To verify the effectiveness of the developed
approach in this paper, a cooperation-competition MAS with
communication topology shown in Fig. 1 will be employed.
It is assumed that agents 1 and 2 are competitors, whereas

Fig. 1. Communication topology among five agents.

TABLE I
CONTROLLER PARAMETERS

the remaining agents are cooperators. Here is the undirected
Laplacian matrix L:

L =


1.5 −0.5 0.5 −0.5 0

−0.5 1.5 −0.5 0 −0.5
0.5 −0.5 2 −0.5 0.5

−0.5 0 −0.5 1.5 −0.5
0 −0.5 0.5 −0.5 1.5

.
The parameters of system (1) are set as:

Ak =

[
0.35 + 0.05 cos(0.4k) −0.10

−0.10 −0.73 − 0.1 cos(0.5k)

]
Bk =

[
0.1

0.25

]
, Dk =

[
0.2

0.08

]
, Fk =

[
0.1

−0.5

]
Ck =

[
1.05 0.1

]
, Ek =

[
0.1 0.15

]
Nk =

[
0.2 0.2

]
,Mk = 1

Gk =

[
0.8 0.2

−0.6 0.8

]
.

The finite horizon is set at [0,45] in the simulation. Besides,
we select the initial states as x1,0 = [1.27 1.21]

T , x2,0 =

[−1.3 − 1.31]
T , x3,0 = [1.17 1.30]

T , x4,0 = [−1.20 −

1.17]
T , x5,0 = [1.11 3]

T , η1,1 = [4 3]
T , η2,1 = [−4 −

3]
T , η3,1 = [4 3]

T , η4,1 = [−1 − 2]
T and η5,1 = [3 3]

T .
The values of µi = 0.1 and νi = 0.1 are the means.

σ 2
i = 0.1 and ψ2

i = 0.4 are selected as the covariances. In (5)
and (6), the initials and the dynamic variables are given by
ε1 = ε4 = 0.5, ε2 = ε5 = 0.6, ε3 = 0.7, δ1

0 = δ4
0 = δ5

0 = 1 and
δ2

0 = δ3
0 = 2. The other parameters are chosen as τ1 = 400,

τ2 = 400, τ3 = 22, τ4 = 150, τ5 = 10, and ρ1 = 0.06,
ρ2 = 0.06, ρ3 = 0.02, ρ4 = 0.5 and ρ5 = 0.7. Moreover,
TABLE I displays the intended controller gains.

The outcomes of the simulation are displayed in Figs. 2-8.
Specifically, Fig.2 and Fig.3 show the state dynamics of each
agent for MAS (1) employing the bipartite consensus con-
troller. It can be ascertained that the suggested compensation
strategy makes sense. Furthermore, Figs. 4-6 depict the attacks
and their estimation signals, which show that the intended
attack estimating approach is useful and efficient. Since the
attacks and its estimations on agent 4 and 5 can be drawn
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Fig. 2. Trajectories of the agent state xi1,k under FDI attacks.

Fig. 3. Trajectories of the agent state xi2,k under FDI attacks.

Fig. 4. Actual attack on Agent 2 and its estimate.

Fig. 5. Actual attack on Agent 3 and its estimate.

similarly, we omit the figures here for paper limitation. The
controlled output for the agents with and without control
compensation mechanism are depicted in Fig. 7 and Fig. 8,
respectively. By comparing the two figures of dynamics of the
controlled outputs, it is not hard to reach that the proposed
compensation method has better performance. The proposed

Fig. 6. Actual attack on Agent 5 and its estimate.

Fig. 7. Dynamics of the controlled outputs with compensation control.

Fig. 8. Dynamics of the controlled outputs without compensation control.

Fig. 9. Triggered instants of five agents.

controller with control compensation mechanism has higher
ability in anti-interference and faster convergence speed. The
event-triggered release moments of each agent are exhibited
in Fig. 9, from which one can draw that the limited network
resources can be efficiently saved by the suggested DET
strategy.
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Fig. 10. State trajectories of the agents in Example 2.

Example 2: In this example, the MASs under consideration
consisting of 5 YF-22 research UAVs [47] whose longitudinal
dynamics satisfy (1) with

Ak =


−0.284 −0.296 2.420 0.9912

0 −0.4117 0.843 0.272
0 −0.338 −0.826 −0.195
0 0 0.6 0



Bk =


0.2168
0.544

−0.3908
0.6

, Dk =


0.2
0.2
0.8
0.8

, Fk =

[
0.8 0.2

−0.6 0.8

]

Fig. 11. Triggered instants of UAVs.

Ck =

[
0.4 0.5 0 0
0 0 1 1

]
, Ek =

[
0.1
0.15

]
Gk =

[
0.1 −0.15

]
.

where xi (k) = [xi1(k), xi2(k), xi3(k), xi4(k)]T and xi1(k), xi2
(k), xi3(k), xi4(k) represent, respectively, the speed, the attack
angle, the pitch rate, the pitch angle. The topology of the
MASs is shown in Fig. 1. According to Theorem 3, by choos-
ing ε1 = ε5 = 0.5, ε2 = ε4 = 0.6, ε3 = 0.7, τ1 = 400,
τ2 = 40, τ3 = 22, τ4 = 150, τ5 = 1000, and ρ1 = 0.06,
ρ2 = 0.6, ρ3 = 0.02, ρ4 = 0.07 and ρ5 = 0.7, one
obtains Kk =

[
−0.0198 −0.2833

]
. With the obtained control

scheme, the trajectories of the agents are depicted in Fig. 10.
The triggered instants are illustated in Fig.11, from which one
can see dynamically adjust the bandwidth resource usage and
avoid the unnecessary transmissions. Therefore, the frequency
for control updates can be decreased effectively. From the
simulation results, one can observe that by the developed
controller, the effect of the FID attacks can be well dealt with
and the distributed bipartite consensus is realized successfully.

V. CONCLUSION

In this study, we have investigated the bipartite consensus
control issue for DTE MASs with FDI attacks. A set of
estimators have been developed to estimate the attacks and
each agents’ state. For lightening the burden of communication
networks, a DET strategy has been developed where each
agent is allowed to broadcast its estimates when the triggering
function is satisfied. With the methods of variance analysis
and the Lyapunov stability theory, the expected estimator and
controller gains have been designed. The effectiveness of the
developed appoach has also been confirmed by the simulation
results. In the future, we will design the mode-free fault
tolerant control for MASs with complex attacks and DET
scheme. Another interesting direction of our future work is
the predictive control for MASs with DoS attacks and signal
compensation.

REFERENCES

[1] X. He, Z. Wang, C. Gao, and D. Zhou, “Consensus control for multiagent
systems under asymmetric actuator saturations with applications to
mobile train lifting Jack systems,” IEEE Trans. Ind. Informat., vol. 19,
no. 10, pp. 10224–10232, Oct. 2023.

Authorized licensed use limited to: Nanjing University of Information Science and Technology. Downloaded on March 13,2025 at 07:24:31 UTC from IEEE Xplore.  Restrictions apply. 



ZHA et al.: SECURE BIPARTITE CONSENSUS CONTROL FOR DYNAMIC EVENT-TRIGGERED MULTI-AGENT SYSTEMS 6289

[2] X. Ge and Q.-L. Han, “Distributed formation control of networked
multi-agent systems using a dynamic event-triggered communication
mechanism,” IEEE Trans. Ind. Electron., vol. 64, no. 10, pp. 8118–8127,
Oct. 2017.

[3] W. Chen, Z. Wang, D. Ding, G. Ghinea, and H. Liu, “Distributed
formation-containment control for discrete-time multiagent systems
under dynamic event-triggered transmission scheme,” IEEE Trans. Syst.,
Man, Cybern., Syst., vol. 53, no. 2, pp. 1308–1319, Feb. 2023.

[4] T. Yin, Z. Gu, and X. Xie, “Observer-based event-triggered sliding mode
control for secure formation tracking of multi-UAV systems,” IEEE
Trans. Netw. Sci. Eng., vol. 10, no. 2, pp. 887–898, Mar. 2023.

[5] M. Doostmohammadian, A. Taghieh, and H. Zarrabi, “Distributed esti-
mation approach for tracking a mobile target via formation of UAVs,”
IEEE Trans. Autom. Sci. Eng., vol. 19, no. 4, pp. 3765–3776, Oct. 2022.

[6] Y. Fan, G. Hu, and M. Egerstedt, “Distributed reactive power shar-
ing control for microgrids with event-triggered communication,” IEEE
Trans. Control Syst. Technol., vol. 25, no. 1, pp. 118–128, Jan. 2017.

[7] S. Hu, X. Ge, Y. Li, X. Chen, X. Xie, and D. Yue, “Resilient load
frequency control of multi-area power systems under DoS attacks,” IEEE
Trans. Inf. Forensics Security, vol. 18, pp. 936–947, 2023.

[8] E. Tian, H. Chen, C. Wang, and L. Wang, “Security-ensured state of
charge estimation of lithium-ion batteries subject to malicious attacks,”
IEEE Trans. Smart Grid, vol. 14, no. 3, pp. 2250–2261, May 2023.

[9] D. Wu, T. Yang, A. A. Stoorvogel, and J. Stoustrup, “Distributed optimal
coordination for distributed energy resources in power systems,” IEEE
Trans. Autom. Sci. Eng., vol. 14, no. 2, pp. 414–424, Apr. 2017.

[10] C. Dou, D. Yue, X. Li, and Y. Xue, “MAS-based management and
control strategies for integrated hybrid energy system,” IEEE Trans. Ind.
Informat., vol. 12, no. 4, pp. 1332–1349, Aug. 2016.

[11] X. Guo, G. Wei, and D. Ding, “Fault-tolerant consensus control for
discrete-time multi-agent systems: A distributed adaptive sliding-mode
scheme,” IEEE Trans. Circuits Syst. II, Exp. Briefs, vol. 70, no. 7,
pp. 2515–2519, Jul. 2023.

[12] Z.-W. Liu, Y.-L. Shi, H. Yan, B.-X. Han, and Z.-H. Guan, “Secure
consensus of multiagent systems via impulsive control subject to decep-
tion attacks,” IEEE Trans. Circuits Syst. II, Exp. Briefs, vol. 70, no. 1,
pp. 166–170, Jan. 2023.

[13] G. Zhao, H. Cui, and C. Hua, “Hybrid event-triggered bipartite consen-
sus control of multiagent systems and application to satellite formation,”
IEEE Trans. Autom. Sci. Eng., vol. 20, no. 3, pp. 1760–1771, Jul. 2023.

[14] X.-G. Guo, D.-Y. Zhang, J.-L. Wang, J. H. Park, and L. Guo, “Observer-
based event-triggered composite anti-disturbance control for multi-agent
systems under multiple disturbances and stochastic FDIAs,” IEEE Trans.
Autom. Sci. Eng., vol. 20, no. 1, pp. 528–540, Jan. 2023.

[15] M. Liu, L. Zhang, P. Shi, and Y. Zhao, “Sliding mode control of
continuous-time Markovian jump systems with digital data transmis-
sion,” Automatica, vol. 80, pp. 200–209, Jun. 2017.

[16] M. Zhang, X. Yang, Z. Xiang, and Y. Sun, “Monotone decreasing
LKF method for secure consensus of second-order mass with delay
and switching topology,” Syst. Control Lett., vol. 172, Feb. 2023,
Art. no. 105436.

[17] B. Ning, Q.-L. Han, Z. Zuo, L. Ding, Q. Lu, and X. Ge, “Fixed-time
and prescribed-time consensus control of multiagent systems and its
applications: A survey of recent trends and methodologies,” IEEE Trans.
Ind. Informat., vol. 19, no. 2, pp. 1121–1135, Feb. 2023.

[18] C. Altafini, “Consensus problems on networks with antagonistic inter-
actions,” IEEE Trans. Autom. Control, vol. 58, no. 4, pp. 935–946,
Apr. 2013.

[19] J. Liu, H. Li, J. Ji, and J. Luo, “Group-bipartite consensus in
the networks with cooperative-competitive interactions,” IEEE Trans.
Circuits Syst. II, Exp. Briefs, vol. 67, no. 12, pp. 3292–3296,
Dec. 2020.

[20] X. Wang, B. Niu, L. Zhai, J. Kong, and X. Wang, “A novel distributed
bipartite consensus control of nonlinear multiagent systems via prior-
itized strategy approach,” IEEE Trans. Circuits Syst. II, Exp. Briefs,
vol. 69, no. 6, pp. 2852–2856, Jun. 2022.

[21] C. Xu, Y. Qin, and H. Su, “Observer-based dynamic event-triggered
bipartite consensus of discrete-time multi-agent systems,” IEEE Trans.
Circuits Syst. II, Exp. Briefs, vol. 70, no. 3, pp. 1054–1058,
Mar. 2023.

[22] W. Chen, D. Ding, H. Dong, G. Wei, and X. Ge, “Finite-horizon
H∞ bipartite consensus control of Cooperation–Competition multiagent
systems with round-robin protocols,” IEEE Trans. Cybern., vol. 51,
no. 7, pp. 3699–3709, Jul. 2021.

[23] Q. Wang, W. Diao, L. Zino, X. Peng, and W. Zhong, “Observer-based
secure event-triggered bipartite consensus control of linear multiagent
systems subject to denial-of-service attacks,” IEEE Trans. Circuits Syst.
II, Exp. Briefs, vol. 69, no. 12, pp. 5054–5058, Dec. 2022.

[24] S. Xiao and J. Dong, “Distributed fault-tolerant containment control
for linear heterogeneous multiagent systems: A hierarchical design
approach,” IEEE Trans. Cybern., vol. 52, no. 2, pp. 971–981, Feb. 2022.

[25] Z. Zuo, J. Zhang, and Y. Wang, “Adaptive fault-tolerant tracking control
for linear and Lipschitz nonlinear multi-agent systems,” IEEE Trans. Ind.
Electron., vol. 62, no. 6, pp. 3923–3931, Jun. 2015.

[26] J. Zhang, D.-W. Ding, Y. Lu, C. Deng, and Y. Ren, “Distributed
fault-tolerant bipartite output synchronization of discrete-time lin-
ear multiagent systems,” IEEE Trans. Cybern., vol. 53, no. 2,
pp. 1360–1373, Feb. 2023.

[27] D. Ye, M.-M. Chen, and H.-J. Yang, “Distributed adaptive event-
triggered fault-tolerant consensus of multiagent systems with general
linear dynamics,” IEEE Trans. Cybern., vol. 49, no. 3, pp. 757–767,
Mar. 2019.

[28] Z. Feng and G. Hu, “Secure cooperative event-triggered control of
linear multiagent systems under DoS attacks,” IEEE Trans. Control Syst.
Technol., vol. 28, no. 3, pp. 741–752, May 2020.

[29] Y. Yang, Y. Li, D. Yue, Y.-C. Tian, and X. Ding, “Distributed secure
consensus control with event-triggering for multiagent systems under
DoS attacks,” IEEE Trans. Cybern., vol. 51, no. 6, pp. 2916–2928,
Jun. 2021.

[30] Z. Abdollahi Biron, S. Dey, and P. Pisu, “Real-time detection and
estimation of denial of service attack in connected vehicle systems,”
IEEE Trans. Intell. Transp. Syst., vol. 19, no. 12, pp. 3893–3902,
Dec. 2018.

[31] Y. Zhang, Z.-G. Wu, and P. Shi, “Resilient event-/self-triggering leader-
following consensus control of multiagent systems against DoS attacks,”
IEEE Trans. Ind. Informat., vol. 19, no. 4, pp. 5925–5934, Apr. 2023.

[32] J. Ni, F. Duan, and P. Shi, “Fixed-time consensus tracking of multiagent
system under DOS attack with event-triggered mechanism,” IEEE Trans.
Circuits Syst. I, Reg. Papers, vol. 69, no. 12, pp. 5286–5299, Dec. 2022.

[33] J. Liu, N. Zhang, L. Zha, X. Xie, and E. Tian, “Reinforcement learning-
based decentralized control for networked interconnected systems with
communication and control constraints,” IEEE Trans. Automat. Sci. Eng.,
vol. 21, no. 3, pp. 4674–4685, Jul. 2024.

[34] D. Zhang, G. Feng, Y. Shi, and D. Srinivasan, “Physical safety and cyber
security analysis of multi-agent systems: A survey of recent advances,”
IEEE/CAA J. Autom. Sinica, vol. 8, no. 2, pp. 319–333, Feb. 2021.

[35] S. Weng, P. Weng, B. Chen, S. Liu, and L. Yu, “Distributed secure
estimation against unknown FDI attacks and load deviation in multi-
area power systems,” IEEE Trans. Circuits Syst. II, Exp. Briefs, vol. 69,
no. 6, pp. 3007–3011, Jun. 2022.

[36] X. Yang, Q. Qi, P. Shi, Z. Xiang, and L. Qing, “Non-weighted L2-gain
analysis for synchronization of switched nonlinear time-delay systems
with random injection attacks,” IEEE Trans. Circuits Syst. I, Reg. Papers,
vol. 70, no. 9, pp. 3759–3769, Sep. 2023.

[37] Y. Lv, J. Lu, Y. Liu, and J. Lou, “Resilient distributed state estimation
under stealthy attack,” IEEE Trans. Inf. Forensics Security, vol. 17,
pp. 3254–3263, 2022.

[38] X.-M. Li, Q. Zhou, P. Li, H. Li, and R. Lu, “Event-triggered con-
sensus control for multi-agent systems against false data-injection
attacks,” IEEE Trans. Cybern., vol. 50, no. 5, pp. 1856–1866,
May 2020.

[39] X.-G. Guo, D.-Y. Zhang, J.-L. Wang, J. H. Park, and L. Guo,
“Event-triggered observer-based H∞ consensus control and fault detec-
tion of multiagent systems under stochastic false data injection
attacks,” IEEE Trans. Netw. Sci. Eng., vol. 9, no. 2, pp. 481–494,
Mar. 2022.

[40] J. Liu, E. Gong, L. Zha, E. Tian, and X. Xie, “Interval type-
2 fuzzy-model-based filtering for nonlinear systems with event-
triggering weighted try-once-discard protocol and cyber-attacks,” IEEE
Trans. Fuzzy Syst., vol. 32, no. 3, pp. 721–732, Mar. 2024, doi:
10.1109/TFUZZ.2023.3305088

[41] X. Yang, G. Feng, C. He, and J. Cao, “Event-triggered dynamic output
quantization control of switched T–S fuzzy systems with unstable
modes,” IEEE Trans. Fuzzy Syst., vol. 30, no. 10, pp. 4201–4210,
Oct. 2022.

[42] L. Zha, R. Liao, J. Liu, X. Xie, E. Tian, and J. Cao, “Dynamic
event-triggered output feedback control for networked systems subject
to multiple cyber attacks,” IEEE Trans. Cybern., vol. 52, no. 12,
pp. 13800–13808, Dec. 2022.

Authorized licensed use limited to: Nanjing University of Information Science and Technology. Downloaded on March 13,2025 at 07:24:31 UTC from IEEE Xplore.  Restrictions apply. 

http://dx.doi.org/10.1109/TFUZZ.2023.3305088


6290 IEEE TRANSACTIONS ON AUTOMATION SCIENCE AND ENGINEERING, VOL. 22, 2025

[43] Y. Ju, D. Ding, X. He, Q.-L. Han, and G. Wei, “Consensus con-
trol of multi-agent systems using fault-estimation-in-the-loop: Dynamic
event-triggered case,” IEEE/CAA J. Autom. Sinica, vol. 9, no. 8,
pp. 1440–1451, Aug. 2022.

[44] Z. Wang, S. Shi, W. He, M. Xiao, J. Cao, and S. Gorbachev, “Observer-
based asynchronous event-triggered bipartite consensus of multiagent
systems under false data injection attacks,” IEEE Trans. Control Netw.
Syst., vol. 10, no. 3, pp. 1603–1615, Sep. 2023.

[45] X. Chen, S. Hu, Y. Li, D. Yue, C. Dou, and L. Ding, “Co-estimation
of state and FDI attacks and attack compensation control for multi-
area load frequency control systems under FDI and DoS attacks,” IEEE
Trans. Smart Grid, vol. 13, no. 3, pp. 2357–2368, May 2022.

[46] Q. Liu, Z. Wang, X. He, and D. H. Zhou, “Event-based recursive
distributed filtering over wireless sensor networks,” IEEE Trans. Autom.
Control, vol. 60, no. 9, pp. 2470–2475, Sep. 2015.

[47] Q. Wang, S. Li, W. He, and W. Zhong, “Fully distributed event-triggered
bipartite consensus of linear multi-agent systems with quantized com-
munication,” IEEE Trans. Circuits Syst. II, Exp. Briefs, vol. 69, no. 7,
pp. 3234–3238, Jul. 2022.

Lijuan Zha received the Ph.D. degree in control
science and engineering from Donghua University,
Shanghai, China, in 2018.

From 2017 to 2024, she was an Associate Pro-
fessor with the College of Information Engineering,
Nanjing University of Finance and Economics, Nan-
jing. From 2018 to 2023, she was a Post-Doctoral
Research Associate with the School of Mathematics,
Southeast University, Nanjing. She is currently an
Associate Professor with the College of Science,
Nanjing Forestry University, Nanjing, China. Her

current research interests include networked control systems, neural networks,
and complex dynamical systems.

Danzhe Liu received the B.S. degree in software
engineering from the Zijin College, Nanjing Uni-
versity of Science and Technology, Nanjing, China,
in 2022. He is currently pursuing the M.S. degree
with Nanjing University of Finance and Economics.

His research interests include multi-agent systems,
cyber security, and network control systems.

Engang Tian received the B.S. degree in mathemat-
ics from Shandong Normal University, Jinan, China,
in 2002, the M.Sc. degree in operations research and
cybernetics from Nanjing Normal University, Nan-
jing, China, in 2005, and the Ph.D. degree in control
theory and control engineering from Donghua Uni-
versity, Shanghai, China, in 2008.

From 2011 to 2012, he was a Post-Doctoral
Research Fellow with The Hong Kong Polytechnic
University, Hong Kong. From 2015 to 2016, he was
a Visiting Scholar with the Department of Informa-

tion Systems and Computing, Brunel University London, Uxbridge, U.K.
From 2008 to 2018, he was an Associate Professor and then a Professor
with the School of Electrical and Automation Engineering, Nanjing Normal
University. In 2018, he was appointed as an Eastern Scholar by the Municipal
Commission of Education, Shanghai, and joined the University of Shanghai
for Science and Technology, Shanghai, where he is currently a Professor with
the School of Optical-Electrical and Computer Engineering. He has published
more than 100 articles in refereed international journals. His research interests
include networked control systems, cyber attack, and nonlinear stochastic
control and filtering.

Xiangpeng Xie (Senior Member, IEEE) received the
B.S. and Ph.D. degrees in engineering from North-
eastern University, Shenyang, China, in 2004 and
2010, respectively.

From 2010 to 2014, he was a Senior Engineer with
Metallurgical Corporation of China Ltd., Beijing,
China. He is currently a Professor with the School of
Internet of Things, Nanjing University of Posts and
Telecommunications, Nanjing, China. His research
interests include fuzzy modeling and control syn-
thesis, state estimations, optimization in process

industries, and intelligent optimization algorithms.
Dr. Xie serves as an Associate Editor for the International Journal of Fuzzy

Systems and International Journal of Control, Automation, and Systems.

Chen Peng received the M.Sc. and Ph.D. degrees
from Chinese University of Mining Technology,
Xuzhou, China, in 1999 and 2002, respectively.

From September 2002 to August 2004, he was
a Post-Doctoral Research Fellow of applied math
with Nanjing Normal University, Nanjing, China.
From November 2004 to January 2005, he was a
Research Associate with The University of Hong
Kong, Hong Kong. From July 2006 to August 2007,
he was a Visiting Scholar with the Queensland
University of Technology, Brisbane, QLD, Australia.

From September 2010 to August 2012, he was a Post-Doctoral Research
Fellow with Central Queensland University, Rockhampton, QLD, Australia.
He is currently a Professor with the School of Mechatronic Engineering and
Automation, Shanghai University, Shanghai, China. His current research inter-
ests include networked control systems, multiagent systems, power systems,
and interconnected systems.

Dr. Peng was named a Highly Cited Researcher in 2020, 2021, and 2022 by
Clarivate Analytics. He is an Associate Editor of a number of international
journals, including IEEE TRANSACTIONS ON INDUSTRIAL INFORMATICS,
Information Sciences, and Transactions of the Institute of Measurement and
Control.

Jie Cao received the Ph.D. degree in information
science and engineering from Southeast University,
Nanjing, China. He is currently a Professor with the
School of Management, Hefei University of Tech-
nology, Hefei, China. His main research interests
include data mining, deep learning, and business
intelligence. He has been selected in the Program
for New Century Excellent Talents in University
and was a recipient of the Young and Middle-Aged
Expert with Outstanding Contribution in Jiangsu
province.

Authorized licensed use limited to: Nanjing University of Information Science and Technology. Downloaded on March 13,2025 at 07:24:31 UTC from IEEE Xplore.  Restrictions apply. 


